Computer Networks midterm (102/4)
REEXRMIAEESRN » 1I—F0%

1. Draw a figure to explain how to tunnel IPv6 datagrams between two
IPv4 routers? (8%, & P i 42)

2. What are two main functions of ICMP to communicate network-level
information by hosts & routers? (8%)

3. Compare and contrast the advertisements used by RIP and OSPF. (8%).

4. (a) What is the Intra-AS routing protocol? (2%) What is the Inter-AS
routing protocol? (2%)
(b) List two Intra-AS routing standards. (4%) (8%)

5. 4%t IPv4 Class C et (1L &i=4 7 » 8 B 2 FER) (23%)

a. K% - @ Class C it iniept £ 0% 5 @ 2(2%) 7 * IP 4
B ? (4%) =3 ABIPF* ?(2%) mask chig 2 # ? (2%)

b. #¥-% - B Class C & & = 7 subnets » subnet mask #ig 5 @ ?
(2%) 704 % 7 @ subnet inie it £ 12 (2%) ¥ * IP &R 7
(4%) + T ARBIPE ‘?(2%)

ci‘s‘n”‘f"’”mmﬁa&*% ICERETIZBRP TR AT
e ? (3%)

6. Use Dijkstra’s shortest-path algorithm to compute the shortest path
from w to all network nodes. (a) Show how the algorithm works by
computing a table. (#c @ 4p IF P > R F 2 0 B o iﬂ” 258 1%
each, # ## 7|(7 % 2¢)1%, 14% total) (b) show the forwarding
table of w. (7%)

7. List changing processes of three tables of node X, Y and Z with the
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distance vector algorithm, from the time before the X-Y link cost is
changed from 4 to 1 to the time three tables are stabilized. (4 i+ table -

7 3%, 120 > 2 {745 & 1%, % 2% => total 14%)

1

50

8. Consider sending a 3500-byte datagram into a link that has an MTU of
1500 bytes, including 20-byte IP header. Suppose the original
datagram is stamped with the identification number 1. List these
segments in a table with their data lengths, IDs, flags and offsets. (#
¥ ¢ data length, offset, flag = 71— 4~ > ID 28— 4 o X5 f2f#
o E o AR R A 0 10%)

fragment

data lengths

ID

offset

flag
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1. Draw a figure to explain how to tunnel IPv6 datagrams between two 1Pv4 routers?
(8%, & Lp 1B A7)

Ans:
2 B E F
Logical view: E ; B @ tunnel @@
IPv6 IPv6 IPv6 IPv6
A B C D E F
IPvg__ IPY6/IPv4 IPv4 IPv4 _ IPv4/IPvé IPv6
Flow: X Flow: X
Src: A Src: A
Dest: F Dest: F
A-to-B: B-&-C: B’T%’C: E-to-F:
IPv6 IPv6 inside IPv6 inside IPv6
1%) Pv4 (1%) IPv4 (1%) 1%)

e the source IPv4 router encapsulates the new IPv4 datagram by including the
original IPv6 datagram as its payload and 1Pv4 addresses of the two IPv4 routers
as the new source and destination IP addresses in the new IPv4 header. (2%)

e the new IPv4 datagram is decapsulated in the destination IPv4 router and the
original 1Pv6 datagram is further transmitted through IPv6. (2%)

2. What are two main functions of ICMP to communicate network-level information
by hosts & routers? (8%)

Ans:
B error reporting: unreachable host, network, port, protocol (4%)
B echo request/reply (used by ping) (4%)

3. Compare and contrast the advertisements used by RIP and OSPF. (8%).
Ans:
e  With OSPF,
»  arouter periodically broadcasts routing information to all other routers
in the AS, not just to its neighboring routers. (2%)
»  This routing information sent by a router has one entry for each of the
router’s neighbors; the entry gives the distance from the router to the
neighbor. (2%)
e ARIP advertisement sent by a router
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»  contains information about all the networks in the AS, (2%)
»  although this information is only sent to its neighboring routers. (2%)

4. (a) What is the Intra-AS routing protocol? (2%) What is the Inter-AS routing
protocol? (2%)
(b) List two Intra-AS routing standards. (4%) (8%)

Ans:

(a) routers in same AS run same “intra-AS” routing protocol (2%);

routers in different AS can run different inter-AS routing protocol
(b) Intra-AS routing protocols: RIP, OSPF (4%)

5. 444 IPvAClass C e (ML iei=4 7 » & B 2 EiER) (23%)
a. K% - B Class C e i 72 2@ 2702%) ¥ * IP £ ? (4%)
£3A4BIPF* ?(2%) mask chiE 5 @ ?(2%)
b. #-% - @ Class C 4 & 7 subnets » subnet mask hig & # ? (2%) 37
3% 7 1 subnet ehieBi A T2 (2%) T IP FER?2(4%) 25 AR IPE

* 2 (2%)
CEPRTT Ml fF » 3 "R F FV= BIEP .'rﬁ?%% ] F R ?
(3%)
Ans:
a.

% - % class C # Network ID # 7 % 11000000. 00000000. 00000001.
XXXXXXXX s L i =% 4 192.0.1.0 (2%)

5 8B biten X 27 rE 01

F]4t % - B ¥ * Host ID % 11000000. 00000000. 00000001. 00000001 =
192.0.1.1 (2%)

% i - % ¥ * Host ID % 11000000. 00000000. 00000001.11111110 =
192.0.1.254 (2%)

>34 2%-2=254 B ¥ * HostID (2%)

Mask: 255.255.255.0 (2%)

#-% - B Class C e 2 7@ subnets 4e F 25 08 25 105 B4 a0 *
ersubnet ID> B> £ & 7+2=9 < 2%, subnet mask i => Z £ Host ID ¢ 4
# bits & 1% subnet ID- #112 #7e7subnet mask £_d4 & A Class C srdefault subnet
mask 255.255.255.0 % #z -z = 255.255.255.11110000 => 255.255.255.240 (2%)

subnet = ID & ;& % - B Class C Network ID 11000000. 00000000.
00000001 XXXXXXXX %z » Z & HostID & 4 B bits % 1% subnet ID »
2% > 5 0 & 1. %% 7 B subnet ID 5 11000000. 00000000.
00000001.01110000 => 192.0.1.112(2%)

Fpr % - B¥ * Host ID i 11000000. 00000000. 00000001. 01110001 =
192.0.1.113 (2%)

¢ — B ¥ * Host ID % 11000000. 00000000. 00000001. 01111110 =
192.0.1.126 (2%)

>+ 4 2°-2=14 ¥ * HostID (2%)
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c. IP address, subnet mask, default gateway (3%)

6. Use Dijkstra’s shortest-path algorithm to compute the shortest path from w to all
network nodes. (a) Show how the algorithm works by computing a table. (# & 4p

P LE O R ¥, 25 1% each, & 15 7

(b) show the forwarding table of w. (7%)

-

s

Ans: (1% each, 7% total)

A 4%
%

28 )1%, 14% total)

N’ D(s),p(s) | D(t),p(t) | D(u),p(u) | D(v).p(v) | D(X),p(x) | D(y),p(y) | D(2).p(2)
w o0 o0 3w tlw 1w o0 o0
w<—w  |a)loyv |b)2 v 1w c.) 2,V %
WX« |10V |2,V 2,V %

WVXU «— )6, U | e)4du 2V %
wvxuy < T6u  |4u f) 16,y
WVXuyts—{ g.) 5t h.) 6,t
vauytsx -6,t
WvXxuytsz |

(1% each, 7% total)

a). D(t) = min{D(t), D(v) + C(v, 1)} = min{eo, 1 + 9} = 10
b). D(u) = min{D(u), D(v) + C(v, )} = min{3, 1 + 1} =2
c). D(y) = min{D(y), D(v) + C(v, y)} = min{oo, 1 + 1} =2
d). D(s) = min{D(s), D(u) + C(u, s)} = min{ee, 2 +4} =6
e). D(t) = min{D(t), D(w) + C(u, t)} = min{10, 2 + 2} =4

f). D(z) = min{D(z), D(y) + C(y, )} = min{oe, 2 + 14} = 16
g). D(s) = min{D(s), D(t) + C(t, s)} = min{6, 4+1} =5

h). D(z) = min{D(z), D(t) + C(t, z)} = min{16,4 + 2} =6
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Forwarding table of w: (1% each, 7% total)

Destination Next hop (output link)
S %
t v
u Y
Vv Y
X X
y v
z v

7. (a) initial table  X-Y cost from 4 -> 1
(4 7 table - 7 3% (X, y,z &£ B & 787 1%),% 12% - 2 {74 5 & 1%, % 2%
=> total 14%)

~ x
node x table 50
cost to cost to

cost to cost to
X y z X ¥y z Xy z
5z —T S = — TG L
1007 Erhen groiE grens
o ° 9 Yy o
T z|g 1 gCostT z|5 1 0O = z = 51(120 (1)
I ‘\__7,/.
node y table - changes. +
Xy z
x| 04 5 X
e £
s Y 401 2 )b
“zlg1 0 7z
node z table
cost to
Xy z |
X045 E
€ oy
e Yl 401 i
Y 74
251 0

a). D) =min{C(x.5) + P,(3),C(x2) + Do(¥)}= min{l + 0.5 + 1} =1
b). By(x) = min{C€(y,x)} + P (x),€(y.z) + D (x)} = min{l + 0.1+ 50} = 1
c). D (z) = min{C(x,z)} + D (z).C0xp) + D}.(z;l}= min{S5¢+ 0,1+ 1} =2
d). D (x) = min{C(z, x)} + D (x).C(z,5) + D}.(z;l}= min{S5¢+ 0,1+ 1} =2

8. Consider sending a 3500-byte datagram into a link that has an MTU of 1500 bytes,
including 20-byte IP header. Suppose the original datagram is stamped with the
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identification number 1. List these segments in a table with their data lengths, IDs,
flags and offsets. (# = ¥ data length, offset, flag # 7| - 4 > ID 23%— 4 o L5

fragment

data lengths

ID

offset

flag

Ans:

IP data=1500-20=1480Bytes. 1500 Bytes p IP data=1480Bytes, 3500 byte-20
byte datagram IP data=3480Bytes, 4~ % 1480, 1480, 520 + 3 i fragments, 4c}
20bytes IP header {¢ - data length % 1500, 1500, 540.

fragment data lengths ID offset flag
1st 1500 1 0 1
2nd 1500 1 1480/8=185 1
3rd 540 1 185*2=370 0

N

(data length, offset,# 5|— 4 > flag ~ ID >3%- 4 -

A s 10%)

23 A FE AR R




