Computer Networks Midterm Il (100/11)

1. The text below shows the reply sent from the server in response to the HTTP GET
message in 8.
(a) Was the server able to successfully find the document or not?
(b) When was the document last modified?

(c) How many bytes are there in the document being returned? (3% each, 9% total)

HTTP/1.1 200 OK<cr><lf>Date: Tue, 07 Mar 2006
12:39:45CMT<cr><1f>Server: Apache/2.0.52 (Fedora)
<gr><lf>Last-Modified: Sat, 10 Dec2005 18:27:46
GMT<cr><lf>ETag: "526c3-f22-aB88adc80"<cr><lf>Accept-
Ranges: bytes<cr><lf>Content-Length: 3874<cr><l1f>
Keep-Alive: timeout=max=100<cr><lf>Connection:
Keep-Alive<cr><]f>Content-Type: text/html; charset=
IS0-8859-1<cr><lf><cr><lf><!doctype html public "-
//w3c//dtd html 4.0 transitional//en"><If><html><lf>
<head><lf> <meta http-equiv="Content-Type"
content="text/html; charset=iso-8859-1"><If> <meta
name="GENERATOR" content="Mozilla/4.79 [en] (Windows NT
5.0; U) Netscape]"><Ilf> <title>CMPSCI 453 / 591 /
NTU-ST550A Spring 2005 homepage</title><lf></head><l1f>
Ans: (2% each)
a) The status code of 200 and the phrase OK indicate that the server was able to locate the
document successfully. The reply was provided on Tuesday, 07 Mar 2006 12:39:45
Greenwich Mean Time.

b) The document index.html was last modified on Saturday 10 Dec 2005 18:27:46 GMT.

c¢) There are 3874 bytes in the document being returned.

2. (a) What is the process? (2%)
(e) What are the Client process and Server process? (4%)
(f) Does IP address of host on which process runs suffice for identifying the process?
Why? (2%)
(2) Which two identifiers are used to identify a process? (4%) (12% total)
Ans:
(@) A program running within a host (2%)
(b) Client process: process that initiates communication (2%)
Server process: process that waits to be contacted (2%)
(c) No, many processes can be running on same host  (2%)

(d) Identifier includes both IP address and port numbers associated with process on host
(4%)

3. Explain Internet protocol stack (1% each layer’s name, 1% each layer’s functions, 10%
total)
Ans: application: supporting network applications
transport: host-host data transfer
network: routing of datagrams from source to destination
link: data transfer between neighboring network elements
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physical: bits “on the wire” (1% each layer’s name, 1% each layer’s functions, 10% total)
application
transport
network
link
physical

4. Draw a figure to explain the encapsulation/decapulation processes of the Internet
protocol stack. (4%) Besides, you have to write the name of data unit of each layer. (54}
FEERHEAEA 4TE) (8%)
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5. Consider a message that is 6*10° bits long that is to be sent from source to destination
through three packet switch. Suppose each link is 1Mbps. Ignore propagation, queuing,
and processing delays.
(@) How long does it take to move the message from source to destination without
message segmentation? (4%)
(b) Suppose the message is segmented into 6000 packets, with each packet being 1000
bits long. How long does it take to move message from source to destination with
message segmentation (6%)
(c) Translate this problem into Chinese (FH S HIEZEL{EE H 4% > H15 a,b Wi o7 2%
3%). (20% total)

Ans:

6

0
Sec = 6sec i
1X10° . With

store-and-forward switching, the total time to move message from source host to
destination host = 6secx 4 hops = 24sec  (4%)

a) Time to send message from source host to first packet switch =



Computer Networks Midterm Il (100/11)
b) Time to send 1* packet from source host to first packet switch = i:igz sec =1msec. (2%0)

Time at which 2™ packet is received at the first switch = time at which 1% packet is
received at the second switch = 2x1msec = 2 msec

Time at which 1% packet is received at the destination host = 1msecx4 hops =4 msec.
After this, every 1msec one packet will be received; thus time at which last (6000™)
packet is received = 4msec+5999*1msec = 6.003sec . (4%)

c) Consider a message that is 6*10° bits long that is to be sent from source to destination
through two packet switch. Suppose each link is 1Mbps. Ignore propagation, queuing,
and processing delays.

= i —{E 6*10° fir TR AYERE ZEHE AT i S0 i B A HR B it £ H AV Im 15
I o ABGE AR #R4S (link) 2 1Mbps Hy 25 - RS - FER(queuing) Bz BRI
AEEENFE o 4%

(a) How long does it take to move the message from source to destination without
message segmentation?

= NEMEE S - FEICE L/ VIFRERL RS i 2 H #Y i 2 (3%)

(b) Suppose the message is segmented into 6000 packets, with each packet being 1000
bits long. How long does it take to move message from source to destination with
message segmentation (6%)

= ek S > ERk 6000 {EEE - EEEEAEEZE 1000 izt - fERHRETH

T CE 2/ DI R LS AR I 25 21 H i 2 (3%)

6. What are network protocol, throughput and packet loss? (3%, 2%, 3%, 8% total)
(8% total)
B Protocol: protocols define format, order of msgs sent and received among network entities,
and actions taken on msg transmission, receipt (3%)
m throughput: rate (bits/time unit) at which bits transferred between sender/receiver (2%)
B Packet loss: queue (aka buffer) preceding link in buffer has finite capacity (3%)
packet arriving to full queue dropped (aka lost)

7. Describe detailed operations of cookie and web caching. (20%)( EREHEFHEE » e &0
By )
Ans:
O cookie:
when a user visits a specific web site for first time and initial HTTP requests arrives
at site, site creates a unique ID and creates an entry in backend database for
recording user states of this ID.
=> keep client’s states (cookie-specific action)! (2%)
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O web caching:

e user sets browser: Web accesses via cache (2%)
o browser sends all HTTP requests to cache (2%)

if object in cache

cache returns object (2%)

else

cache requests object from origin server, then returns object to client (2%)
=> reduce response time for client request and traffic on an institution’s access link.
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Explain operations of (a) nonpersistent HTTP with no parallel TCP connections, (b)
persistent HTTP without pipelining, (c) persistent HTTP with pipelining (9%)
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Ans:
(a) nonpersistent HTTP without parallel TCP connections:
At most one object is sent over a TCP connection. (3%)
(b) persistent HTTP without pipelining:
Multiple objects can be sent over single TCP connection between client and server.
The browser first waits to receive a HTTP response from the server before issuing a
new HTTP request. (3%)
(c) persistent HTTP with pipelining:
The browser issues requests as soon as it has a need to do so, without waiting for
response messages from the server. (3%)



